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Overview

Welcome to Safeguards (aka: Pub 1075 101)

Emerging Issues 

Questions and Open Discussion
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The ALL new Pub. 1075!
Effective January 2014, the revised version of Publication 1075 supersedes 

previous versions

The changes are extensive and incorporate feedback from stakeholders 
including agencies, organizations and IRS partners

Electronically formatted for improved navigation (hyperlinks)

Simplified language, key definitions, clarified requirements

Added index and quick reference charts

Feedback welcomed at: SafeguardReports@irs.gov

Publication 1075 Link: www.irs.gov/pub/irs-pdf/p1075.pdf

Internal Revenue Service



4

What’s New?

MOST IMPORTANT: Cover Color!!

Electronic only format

Highlights page for quick summary of updates

Simplified Minimum Protection Standards

Index section

Reporting requirements

Computer Security updates

And the list goes on and on…………………
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Record Keeping (Section 3.0)

Requirements for tracking electronic and non-electronic FTI have 
been combined
Examples of potential tracking elements provided
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Secure Storage (Section 4.0)

 Minimum Protection Standards Simplified
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(Section 6.0)
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Reporting Requirements (Section 7.0)
 Eliminated reporting by 50%

 SAR and SPR consolidated into SSR

 SSR filed annually

 Changed SSR and CAP due dates according to state instead of agency type

 45 Day Notification Listing
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Reduced Reporting Requirements
Effective 2014, Office of Safeguards implemented the Safeguards Security Report 

(SSR) as the primary source for agencies to report to IRS on the processes, 
procedures, and security controls in place to protect FTI provided in accordance with 
IRC 6103(p)(4)

The SSR is replaced the Safeguard Procedures Report (SPR) and Safeguard Activity 
Report (SAR)

Annual review of all security controls instead of every six years 
– Enhance the documentation and reporting of the security controls in place to protect FTI
– Planned changes can be captured in annual report submissions eliminating the need for report 

addendums

Prepare agencies for onsite reviews and enhance continuous monitoring capabilities 
through a regular review of implemented security controls and requirements at the 
agency level

Minimize redundant documentation and reporting efforts
– One all encompassing report instead of two reports with redundant information
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CAP Submission Schedule first year…..

Reporting Period SSR Due

Federal Agencies

All Federal Agencies January 1 through December 
31

January 31
2014 only: March 15

All State Agencies and Territories

AK, AL, AR, AS, AZ, CA February 1 through January 
31

February 28
2014 only: March 30

CNMI, CO CT DC, DE, 
FL, GA

March 1 through February 28 March 31
2014 only: April 15

GU, HI, IA, ID, IL, IN, KS April 1 through March 31 April 30
KY, LA, MA, MD, ME, MI May 1 through April 30 May 30
MN, MO, MS, MT, NE June 1 through May 31 June 30
NC, NH, NJ, NM, NV, NY July 1 through June 30 July 31
ND, OH, OK, OR August 1 through July 31 August 31
PA, PR, RI, SC, SD, TN September 1 through August 

31
September 30

TX, UT, VA, VI, VT, WA October 1 through 
September 30

October 31

WI, WV, WY November 1 through October 
31

November 30
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45 Day Notification Reporting Requirements

� Cloud computing

� Consolidated data center

� Contractor access

� Data warehouse processing

� Non-agency-owned information systems

� Tax modeling

� Test environment

� Virtualization of IT systems
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Disposing of FTI (Section 8.0)
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Computer Security (Section 9.0)

Updated to meet NIST 800-53 Revision 4 requirements

Clarified assessment process in a new Section 9.2

Clarified encryption requirements for FTI in transit

Added media sanitation exhibit
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Computer Security (Section 9.0)
Computer security requirements detailed:

a) Cloud computing

b) Media sanitation

c) Mobile devices

d) Network protections

e) Storage area networks

f) System component inventory

g) Virtual desktop infrastructure

h) Virtualization

i) VoIP

j) Web-based systems and Web browsers

k) Wireless networks
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Reporting Data Incidents - TIGTA                       (Section 10.0)
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Conclusion
Feedback is highly encouraged

Please send your comments, feedback, 
questions to SafeguardReports@irs.gov

Next revision in process now and expected to 
be released around the end of the year

http://www.irs.gov/pub/irs-pdf/p1075.pdf
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Questions
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