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Internal Revenue Service
Criminal Investigation 

Criminal Investigation serves the American 
public by investigating potential criminal 

violations of the Internal Revenue Code and 
related financial crimes in a manner that 
fosters confidence in the tax system and 

compliance with the law.



 Responsibilities include the 
enforcement of the Criminal 
Statues relative to tax 
administration and related 
crimes, found in Title 26 USC

 Violations of the Bank Secrecy 
Act, found in Title 31 USC 

 Money Laundering Control 
Act, found in Title 18 USC



Areas of Emphasis for CI

• Abusive Return 
Preparers 

• International Fraud
• Refund Fraud
• Corporate Fraud
• Employment Tax
• Non-Filers
• Bankruptcy

• Public Corruption
• Money Laundering
• Off Shore Voluntary 

Disclosure
• Counterterrorism
• Abusive Tax 

Schemes





Office of Refund Crimes 
Mission 

To support the CI mission by identifying and 
developing criminal tax schemes for the 

purpose of referring and supporting high-impact 
criminal tax and related financial investigations. 
This mission will be achieved through the use of 

human and artificial intelligence and via 
collaboration with stakeholders.



Detecting Refund Fraud
• CI has 4 Scheme Development Centers 

(SDCs) whose primary mission is detecting 
refund fraud.

• SDCs have uncovered numerous QRP/RPP 
and Identity Theft refund fraud schemes 

• CI has dedicated one SDC to Identity Theft. 
This location processes and researches ID 
Theft leads received from the field.



Refund Fraud Programs
• Questionable Refund Program (QRP) Schemes 

consist of individuals filing tax returns claiming false 
income tax refunds that are generally based on false 
Federal income tax withholdings or false refundable 
credits. These are generally not legitimate taxpayers and 
returns are filed for the sole purpose of defrauding the 
government.

• Return Preparer Program (RPP) schemes consist 
of Abusive Return Preparers that prepare false income 
tax returns frequently for large numbers of taxpayers. 



False Form W-2

• Figures are not typed in the same format and are not aligned
• Incorrect format of the Employer Identification Number (too many digits)
• Taxpayer name and address do not line up

01-32566-0001 33,965.27
9,362.8733,965.27

00
67.29

0.00 0.00

123-45-6789

ABC Company
123 Main Street

ANY where, USA

John      Q        PuBLIC
456 ELM St

Anyplace, Usa



20,555 10,123

• Excessive withholding in comparison to wages
• Information is missing



• W-2 with visibly altered money amounts in the federal income tax box
• “Applied For” in Employer Identification Number box

Applied for

Applied For
ABC Company
123 Main Street
Anywhere, USA

33,965.27 19,362.87
33,965.27 67.29

00
00

123-45-6789

John Q Public
456 Elm St
Anyplace, USA 11111



1099 OID Scheme
1099 OID fraud is a common scam used to 
obtain false refunds from the U.S. Internal 
Revenue Service (IRS). People have claimed 
refunds based on the theory that the U.S. 
federal government maintains secret accounts 
for U.S. citizens and that taxpayers can gain 
access to the accounts by issuing 1099-OID 
forms to the IRS.



Return Preparer Program
Common Areas of Abuse
Paper Tax Returns
RALS
Fraudulent 1040X returns
Falsify tax return items –

for example Sch A, Sch C, EITC, 1099 OID
Refund Skimming and Theft
Refundable Credits 



RPP Statistical Comparison
FY 2011 FY 2012 FY 2013

Case Initiations 357 444 309

Prosecution 
Recommendations

227 277 281

Indictments 174 202 234

Convictions 164 176 207

Conviction Rate 96.5% 97.2% 97.2%

Sentenced 163 172 186

Average Months to 
Serve

25 29 27



Case Summary
Filed returns for at least 180 clients in 30 states, 
requesting more than $160 million in fraudulent 
refunds. The fictitious income and withholding 
was reported to the IRS on Forms 1099-OID.
• Penny Jones (ID) - 144 months 
• Michael Beiter (FL) - 300 months 
• David Clum (TN) - 293 months 
• Dale Peters (CA) - 144 months 
• Chris Marrero (FL) 180 months 



Identity Theft
• The FTC estimates that as many as 9 million 

Americans have their identities stolen each 
year.

• Stolen Identities are obtained through various 
methods:

- Dumpster Diving 
- Skimming 
- Phishing 
- Theft 
- Pre-texting 



Tax Refund Identity Theft
• Occurs when someone uses your personal 

information without your permission to file a tax 
return.

• Identity Theft can affect taxpayers in two ways:
– Refund-related
– Employment-related or Income-related



Current Trends in Identity Theft

• Refund Schemes perpetrated by prisoners 
• Stolen dependants for additional credits (EITC)
• Use of identity by prior year tax return preparer
• Use of identities of those not likely required to 

file a Federal tax return 
• Use of non-wage and withholding tax returns 

(i.e. Interest Income, Schedule D, Schedule C)



Identity Theft Statistics

FY 2013* FY 2012 FY 2011 

Investigations Initiated 1370 741 276

Prosecution Recommendations 1131 456 218

Indictments/Informations 912 387 165

Sentenced 392 181 80

Percent to Prison 80.9% 90.6% 100.00%

Avg. Months to Serve 39 44 44

* FY2013 numbers are for the period 10/1/2012 – 8/31/2013





Prepaid Cards
• The use of prepaid cards in ID theft schemes 

has increased significantly.
• Hundreds of billions of dollars are loaded to 

Open-Loop prepaid cards each year.
• Numerous government programs employ  

prepaid cards to distribute benefits.  Past 
estimates indicate such activity is in the 
billions each year. 

• The prepaid cards add a level anonymity. 



Enforcement and Partnering

• Stolen Identity Refund Fraud (SIRF)
– On September 20, 2012, DOJ Tax issued Directive 

144, Stolen Identity Refund Fraud
– Provides Federal law enforcement officials with the 

ability to timely address a subset of identity theft 
cases.

– Specifically focuses on identity theft in the context of 
fraudulent tax refunds and provides for streamlined 
initiation of these investigations and prosecutions.



Enforcement and Partnering
• Law Enforcement Assistance Program (LEAP)   

Identity Theft Victim  (Formerly know as the Identity Theft 
Victim Disclosure Waiver Process)
– Local law enforcement and other federal agencies play a 

critical role in combating identity theft.  As part of this 
collaborative effort, IRS developed the Identity Theft Victim 
Disclosure Waiver Process

– On March 29, 2013, the program was implemented Nationwide. 
– This program provides for the disclosure of federal tax return 

information associated with the accounts of known and 
suspected identity victims of identity theft with the express 
written consent of those victims. 



Victims 
• Contact the IRS

– ID Theft PIN
– Fill out and Sign Form 14039 (ID Theft 

Affidavit

• Contact Local Law Enforcement
– Fill out and Sign 8821-A



“Queen of IRS Tax Fraud”

I’m Rashia, the queen of IRS tax 
fraud. … I’m a millionaire for the 
record. So if you think that indicting 
me will be easy, it won’t. I promise 
you. I won’t do no time, dumb b——.

Rashia Wilson of Tampa, Florida.
• Ordered to pay more than $2.2 million
• Sentenced to 21 years



ID Theft Case Summary
Three South Florida Women Sentenced in Identity Theft Tax Refund Fraud 
Scheme
On April 25, 2013, in Fort Lauderdale, Fla., Alci Bonannee, of Fort Lauderdale, 
and Sonyini Clay, of Miami Gardens, were sentenced for their roles in an 
identity theft tax refund fraud scheme. Bonannee was sentenced to 317 months 
in prison and ordered to pay $1,908,182 in restitution to the IRS. Clay was 
sentenced to 121 months in prison. This was a large-scale identity theft tax 
fraud scheme that operated from December 2010 through June 2012. During 
the course of the scheme, there were approximately 2,000 fraudulent tax 
returns submitted to the IRS seeking $11 million in refunds. Bonannee filed a 
majority of the fraudulent tax returns from her house and other locations using 
compromised personal identification information obtained from a nurse at a 
local hospital. Clay filed several hundred fraudulent tax returns from her house 
and other locations. Mozley was sentenced on March 29, 2013 to 42 months in 
prison, three years of supervised release and ordered to pay $1,908,182 in 
restitution.



ITIN Fraud Case
• Bad Return Preparer 

• Steals/Buys ID Documents
– US Documents Not Required

• Files Form W-7 and Receives ITIN

• Files Tax Return and Receives Refund



ITIN Fraud Case
• Either Direct Deposited or Checks

– If Direct Deposited – Need Bank Account
– If Checks – Need to Find a Place to Cash

• Refund Checks Cashed at Check Casher 
(who has a bank account)

• Follow Money Back to Return Preparer



IRS Impersonation Scam

Treasury Inspector General for Tax 
Administration (TIGTA)

Go to: 
www.treasury.gov/tigta/contact_report_scam.shtm
l



If You Suspect Fraud:

Preserve fraudulent documents so they can 
be produced when requested by the IRS
Publication 3857

Fraudulent returns should not be filed!

Contact your local IRS office or complete 
Form 3949-A available on the IRS website. 



Contact Information
Jason Bell

Supervisory Special Agent
208-914-9015

960 Broadway Ave. Suite 340
Boise, ID 83706


